Quick Guide for Implementation

Special Notes:
1. Security is enabled on the RC2 version of the GRIN-Global system. We are recommending that
you leave security enabled for your testing on RC2 unless your local site intends to run the GRIN-
Global system with security disabled in final installation (“production mode”).

(See Security Settings on page 2 for a brief discussion on globally disabling security.)

2. When you have everything installed and are ready to start the Curator Tool to review and add
data, use the pre-built test accounts already on the database.

The valid user accounts are testl, test2, test3, test4..., test19, test20. (Passwords are the same
as the user name. UserlDs 16-20 are set up with languages other than English, the others are all
English. See User Language Settings on page 3 for details.)

You will see a dropdown box in the login dialog labeled “Connect To:” below the user name and
password text boxes. You can specify which server the Curator connects to, but for testing
purposes use “localhost.” After you have had a successful experience with one or more of the
test users, feel free to review the Administrator Tool documentation regarding user account
management and try creating your own users for further testing.

3. If you leave security enabled, please remember that all users (except test1 user) have READ-
ONLY privileges for all tables. The Test1 user has READ/WRITE privileges for all tables in the
GRIN-Global system — and thus is the only user that can add data to the GRIN-Global system
“out-of-the box.” You will need to use the Administrator Tool to grant other users WRITE
privileges to tables (please see Administrator User Manual for instructions on how to grant users
security privileges).

4. If you have a version of GRIN-Global server software installed that is older than 1.5.1167 we are
recommending that you manually un-install the server components using the newest version of
the Updater by clicking the “Uninstall” link on the right-hand side of the component list.

Component .!\?::;!id b‘;ﬁi?ﬂtn Size [MB] Status
n GRIN-Glabal Adrmin Uniriztall
GRIM-Global Databasze I hirst
] | GRIN-Global Search Engine Uningtall
[] | GRIM-Global web &pplication Uninztall

(The latest version of the Updater program is available on
http://test.grin-global.org/gringlobal/downloads/default.aspx).

After you have manually un-installed the legacy server components, you are ready to install the
RC2 version of GRIN-Global System.
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5. This system has been rigorously tested with the Microsoft SQL Server database engine, but has
had only cursory testing in MySQL, PostgreSQL, and Oracle database engines. Please perform
your primary testing of RC2 with the SQL Server database engine, but feel free to experiment
with the other database engines if you are so inclined.

6. What you are installing is the Full Server System capable of handling very large datasets and
large user communities. Because you are essentially installing a complete suite of server
components, the complete download and installation requires more than two hours — especially
if some of the Windows OS components required by GRIN-Global have not been previously
installed.

7. Please read the manuals! They will help you install the system and help you understand what
the capabilities are as you test GRIN-Global. The latest guides are on the wiki training page:
http://www.grin-global.org/index.php/Training

Security Settings

1. Beginning with Release Candidate 2 (RC2), security is enabled by default. If you prefer to
globally disable all security restrictions, in the Admin Tool, select (1) Web Application, (2)
double-click on DisableSecurity, (3) input True; (4) click OK.

&8 GRIN Global Admin v 2.0.1431.0 - [Setting Editor]

File  Wwiew  Tools  Help

"5 geography | localhostseglexpress - sqlserver > Web Application > DisableSecurity
T import_accession

T import_accession_with_narr I arne:

T8 inventory_viability DizableS ecurity

0 taworomy_familp

1 tamonomy_genus "Walue:

1 lawonomy_species true

"oy Maintenance

[l File Groups
Q, Search Engine
= @ wieh Application @
'tu;" [ atabd anagerCommandT ime

&% EventLogSourceMame

&> LagFile
DisableSecurit@

'e;" DisableCacheai anager

&7 DisableFriendlyE mors @

&7 Enableddmiriyisweb v [ 0K ] ’ Crmea]
< >
21 items | Loaded Application Setting ‘DisableSecurity’ ak 9/21)2010 9:47:30 AM

Alternatively, if you keep security enabled, then individual test logins cannot create new
records until you either add the users to the Administrators group or grant the users “All
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Access” permission
%% GRIN-Global Admin v 2.0.1431.0 er COR - localhost\sglexpress - Admin O
( Fle ‘iew Tooks Help
] ’;! Connections || localhostvsglespress - sqls Users> COR
[ = £ localhostsqlenpress - sqlserver
EE Y Ez‘rnups \@l Peamissions | Groups |
&b Administrators
L0 Al Users s Maned Pemissions
‘!‘D CT Users X ;’ Group Name Resource Create Read Update Delete Restricted Ta
4 Securly Testing All Users Fiead Only - any tesource - Inherlt  Alow  Inheit  Inkeit -
CT Users CT Lookup Ta..  get_lookup_table fist [ Inheit Allow Inherit Inherit B
CT Users CT Save Lists app_user_item_list Allows Allow Allowy Allogs app_user_iterr
CT Users CT Save Setti..  app_user_gu_setting Allow Aillow Allow Allow app_user_gui,
CT Users CT Security'W...  sys_group Allow Aillowy Allow Allow SYE_aroLip. o)
CT Users CT Security W... sys_group_lang Allow Allowy Allow Allow sys_group_lar
CT Users CT Securty ... sys_ gioup_pemission_.. Allow Alow Al Allow sps_qroup_pe
CT Usars CT Security W...  sys_gioup_user_map Allaws Allowy Allowy Alloes SpE_group_us
CT Users CT Security W...  sys_permission Allogs Allow Allowy Alloes sps_permission
CT Users CT Security W...  sps_pemmission_field Allogs Allow Allowy Alloes sps_permission
CT Users CT Security W...  sys_permission_lang Allows Allow Allowy Alloes sps_permission

Read Delete

Create Updats

Ao

Y Allowe

Al Allow

Restrict To

sys_UTRrmpeyssior
~-L

3

< @ Add

Cancel

Cancel

N1ziems | refr

User Language Settings

When using UserlDs, note that in this RC2 version the UserIDs have been predefined to have a
default language. However, using the Admin Tool, you can easily change the language setting:
Users | username | General

tab) | Languag

£ GRIN-Global Admin ¥ 2.0.1431.0 - [User, test16 - localhostisqlexpress - Administrator |
Fle Wiew Took Help
“ 59 » | locahosthsalespress - salserver > Users s testlB
s 50V |
- test General |F'Ermissiuns | Groups|
& testll
o testil
3 test]? User Mame:
& test3 [restie | ["set Password...
& testld Erabled
testl§
B Cooperator Information
: L] test]? General ‘Contactlnlo || Geographic || Notes|
b testl .
6 test]d ., Current Cooperator is test15, Shawn P. Purdue University
L test2 %
3 t:thD '.. Title: First Narne: Last Name:
o testd [Mr | [ShawnF. | [tesn
ﬂ testd .‘-_ Full Marng [for display):
] testa K '\ |Iesl1 E, Shawn P. Purdue University |
@ :Zztg B Job: Discipline:
3 testd 4_‘ |Horlicu\tu|ist |
8 testd b Organization; Oiganization Abbreviation:
6 TOB [ Purclie Uriversity
o WE
?"ermissions Language: | Espafil v| | [ Active
D ataviews
[T Table Mappings
LA -
< | 4
21 items | Refreshed Application Settings at 9212010 9:52:50 AM

Also, be sure to edit the Language setting for any new user that you create. The Enabled
checkbox is also shown in the screen below; by default it is checked and should remain
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checked for the user to be able to use the Curator Tool.

User Users - localhostisqlexpress - Administrator

General | Permissions | Groups |

|dser Hame:

Enabled

Cooperator Infarmation

General | Contact Infao || Geographic || Notes|

| | Set Password... Pazsword must be set before saving

Current Cooperator i [none]

Title: First Marme: Last Mame:

Full Mame [for display]:

Jab: Dizcipline:

Organization; Qrganization Abbreviation;

Languange: | Lok v}| [] active

57
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