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There is no hierarchy of permissions, that is, relationships are not taken into consideration when doing security checks.  Having rights to the accession table does not mean a user automatically has rights to any dependent tables, such as accession_action.  This is primarily due to the complexity of the permission calculation and the fact that the program may be doing it thousands of times on a single request (once for each row returned, depending on how the permission is configured).
The GRIN-Global middle tier software supports applying permissions to either a table or a dataview, but the Curator Tool Security wizard is at the table level.  Table level is the safest, as a user could potentially use a different dataview to gain access to the record, essentially sidestepping any security you would apply to the dataview itself.  
Even if you create or own a record, you may not have access to edit or delete it.  Permissions are purposely "simple" – as a user you must be explicitly given rights by the GRIN-Global administrator to do anything.  You could have the situation where a student technician will be uploading observation information or creating action records on an accession or inventory, but the student should not be altering the accession or inventory data. Hence he can create the data, but not update or delete it.
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